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A brief guide to Single Sign-on (SSQO)



Secure Single Sign-on (SSO) Solution

One Secure SSO Portal for All Apps
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With a single sign-on portal, users only have
to enter one set of credentials to access to
their web apps in the cloud - via desktops,
smartphones and tablets. Greatly increasing
productivity while keeping data secure.

SSO’s policy-driven password security
ensure that only authorized users get access
to sensitive data.
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Application Catalogue
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An SSO may have a
catalogue of thousands of
pre-integrated

applications makes it easy to
enable single sign-on and
user provisioning for your
enterprise applications.
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Multiple Logins
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Single sign-on authentication system lets you
create any number of logins to Imprima.

SSO makes them available with one
password, one click.
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Social Sign-In

onelogin Social authentication lets end-users sign in to an SSO
using their Social Identity Provider credentials from
services such as Facebook, Google+, LinkedIn, and
Twitter.

This provides them with a more streamlined experience,
since they don’t need to create a OnelLogin password to
access all their apps within the OnelLogin SSO portal.

This feature is especially useful for externally-facing apps
used by your customers.
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Language Support

International users? An SSO offers languages,
which gives users across the globe an optimized
user experience.

Just choose which localization you want to make
the SSO available in, and the SSO will automatically
match the portal's language to the user's browser
settings.



